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1	Decision/action requested
This contribution proposes a security requirement for KI #7.
2	References
[1]	TR 33.809 Study on 5G security enhancements against false base stations	
3	Rationale
As the MitM false base station attack was agreed as a key issue in the SA3 #94Adhoc, it is reasonable to evaluate the proposed solutions in the present document against the MitM false base station attacks, if applicable. This doesn’t mean all potential solutions should be resilient against the MitM false base station attacks. It is intended to assess the impact of the MitM attacks and perform comprehensive evaluation of proposed solutions against such attacks. Obviously, the solutions that can address the MitM base station attacks as well as other false base station attacks, if available, should be preferred. Therefore, it is proposed to add a security requirement for KI #7. We note that the proposed potential security requirement was in fact discussed with other companies in the Stockholm meeting.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR [1].

***** START OF CHANGES *****
[bookmark: _Toc3554489][bookmark: _Toc3557245][bookmark: _Toc3800456][bookmark: _Toc3800778][bookmark: _Toc3800872][bookmark: _Toc3800966][bookmark: _Toc3801063][bookmark: _Toc3801163][bookmark: _Toc3801264][bookmark: _Toc3831820]5.7.3	Potential security requirements
TBD
Proposed solutions in the present document, when applicable, shall be evaluated against the MitM attack.
***** END OF CHANGES *****
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